一、采购内容明细

|  |  |  |  |
| --- | --- | --- | --- |
| **产品名称** | **型号规格** | **功能描述** | **数量** |
| 中孚密保卫士系统V2.0 | 非涉密网络版软件、 检查客户端软件授权数量300点。 | 管理端及客户端授权，功能模块：检查、自查、敏感文件提醒、文件删除等，系统需采用 C/S、B/S 相结合的模式，检查方式要求为网络方式对windows系统、国产通用（统信、麒麟）等计算机进行检查。免费提供3年上门技术支持服务。 | 1套 |

二、交货地点：湖北省烟草公司黄冈市公司。

三、交货期限：合同生效后15个工作日内需完成供货及安装调试。

四、付款方式；

合同签订且验收合格后30个工作日内甲方支付合同总价款的95%；剩余5%尾款自验收之日起一年后进行支付。乙方根据甲方要求向甲方开具合同全额与税法要求对应税率的增值税一般纳税人专用发票。

五、功能要求：

1)检查任务的创建功能。包括检査任务信息、添加被检单位、配置检查项目、配置常用检查策略、文件检查策略配置、断点续查、闲时模式等功能。

2)检查内容：支持检查计算机使用过的USB设备情况，包括设备的PID、VID、序列号、厂商、名称等，可区分手机使用痕迹、存储设备使用痕迹、无线红外蓝牙使用痕迹和其他USB痕迹，支持对USB使用痕迹的反取证检查。

3)能提供历史检查任务列表，规范部门管理，客户端可选择部门下拉列表，检查结果上传到服务器后自动归类到该部门功能。

4)检查报告支持导出，至少支持Word文档、Excel文档、Xml文档、Html文档格式；支持自查情况对比分析（同一周期内各部门、主机检查情况）。

5)检查结果的分析。能按照单位主机违规、越级存储文件、USB 使用痕迹、单位违规等维度统计分析检查结果，支持自查三率（安装率、自查率、排查率）统计功能。

6)能对单位检査任务中检査完成的终端、检査未完成的终端给出结果列表。

7)能提供策略维护功能，支持修改默认策略、新增其他策略，支持敏感词设置。

8)敏感词阻断功能：能在敏感文件外发瞬间进行拦截或断网保护，实现外发阻断，防止敏感数据泄露，支持微信、QQ、邮件客户端、浏览器、移动存储介质、远程桌面、山东通、钉钉、浙政钉、致信、E-Mobile传输过程阻断。

9)能提供攻击窃密检测能力：基于威胁策略库，支持对远控木马、窃密木马等攻击行为的实时告警提醒。当发现终端访问恶意网址或回传数据时立即告警，提高终端攻击窃密威胁的感知能力。

10)支持对违规文件的彻底整改，可实现对检查或监测发现的违规文件的彻底消除，确保被擦写后的数据不被恢复，防止敏感数据泄露。

11)系统支持屏幕水印功能，可分别对水印内容、可见度、密度、方向等参数进行设置。用户访问管理后台时，各展示页面均带有水印，可通过水印发挥警示和威慑作用。

六、验收标准及方法：

1.验收方法：两次性验收。

2.验收条件：

2.1、乙方在合同约定时间内完成供货；

2.2、提供完整的运行报告等相关文件；

2.3、运行稳定，与现有IT环境兼容。

3.验收内容：提供合同约定的产品。

4.验收标准：乙方完全履行合同义务后，甲方按照合同文件列明的验收标准及方法进行验收，同时遵照《湖北省烟草商业系统采购履约验收管理办法》的相关约定。

5.验收时间：合同生效完成供货，一月内完成验收。

七、售后服务

1.售后服务承诺事项为：

1.在使用产品过程中，如遇故障，乙方将根据甲方需要进行远程协助解决。

2.提供原厂3年技术服务支持：5x8远程技术支持服务，应用系统巡检服务、软件小版本功能升级服务。